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PRELIMINARY NOTES

Terms
As used herein, and unless the context suggests otherwise, the terms “Allot,” “Company,” “we,” “us” or “ours” refer to Allot
Communications Ltd.

Cautionary Note Regarding Forward-Looking Statements

In addition to historical facts, this annual report on Form 20-F contains forward-looking statements within the

meaning of Section 27A of the U.S. Securities Act of 1933, as amended (the “Securities Act”), Section 21E of the U.S.
Securities Exchange Act of 1934, as amended (the “Exchange Act”) and the safe harbor provisions of the U.S. Private
Securities Litigation Reform Act of 1995. We have based these forward-looking statements on our current

expectations and projections about future events. Forward-looking statements include information concerning our

possible or assumed future results of operations, business strategies, financing plans, competitive position, industry
environment, potential growth opportunities, potential market opportunities and the effects of

competition. Forward-looking statements include all statements that are not historical facts and can be identified by

terms such as “anticipates,” “believes,” “could,” “seeks,” “estimates,” “expects,” “intends,” “may,” “plans,” “potential,” “predi
“should,” “will,” “would” or similar expressions that convey uncertainty of future events or outcomes and the negatives of
those terms. These statements include but are not limited to:

99 ¢ 29 ¢ LT3

-statements regarding projections of capital expenditures;

-statements regarding competitive pressures;

-statements regarding expected revenue growth;

-statements regarding the expected growth in demand of our products;

statements regarding trends in mobile networks, including the development of a digital lifestyle, over-the-top
applications, the need to manage mobile network traffic and cloud computing, among others;

statements regarding our ability to develop technologies to meet our customer demands and expand our product and
service offerings;

-statements regarding the acceptance and growth of our services by our customers;
-statements regarding the expected growth in the use of particular broadband applications;
-statements as to our ability to meet anticipated cash needs based on our current business plan;

statements as to the impact of the rate of inflation and the political and security situation on our
business;

statements regarding the price and market liquidity of our ordinary
shares;

-statements as to our ability to retain our current suppliers and subcontractors; and
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statements regarding our future performance, sales, gross margins, expenses (including stock-based compensation
expenses) and cost of revenues.
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These statements may be found in the sections of this annual report on Form 20-F entitled “ITEM 3: Key

Information—Risk Factors,” “ITEM 4: Information on Allot,” “ITEM 5: Operating and Financial Review and Prospects,”
“ITEM 10: Additional Information—Taxation—United States Federal Income Taxation—Passive Foreign Investment
Company Considerations” and elsewhere in this annual report, including the section of this annual report entitled “I'TEM

4: Information on Allot—Business Overview—Overview” and “ITEM 4: Information on Allot—Business Overview—Industry
Background,” which contain information obtained from independent industry sources. Actual results could differ

materially from those anticipated in these forward-looking statements due to various factors, including all the risks

discussed in “ITEM 3: Key Information—Risk Factors” and elsewhere in this annual report.

All forward-looking statements in this annual report reflect our current views about future events and are based on
assumptions and are subject to risks and uncertainties that could cause our actual results to differ materially from
future results expressed or implied by the forward-looking statements. Many of these factors are beyond our ability to
control or predict. You should not put undue reliance on any forward-looking statements. Unless we are required to do
so under U.S. federal securities laws or other applicable laws, we do not intend to update or revise any
forward-looking statements.

6
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PART 1

ITEM 1: Identity of Directors, Senior Management and Advisers
Not applicable.

ITEM 2: Offer Statistics and Expected Timetable

Not applicable.

ITEM 3: Key Information

A. Selected Financial Data

You should read the following selected consolidated financial data in conjunction with “ITEM 5: Operating and
Financial Review and Prospects” and our consolidated financial statements and the related notes included elsewhere in
this annual report on Form 20-F. The consolidated statements of operations data for the years ended December 31,
2015, 2016 and 2017 and the consolidated balance sheet data as of December 31, 2016 and 2017 are derived from our
audited consolidated financial statements included in “ITEM 18: Financial Statements,” which have been prepared in
accordance with generally accepted accounting principles in the United States. The consolidated statements of
operations for the years ended December 31, 2013 and 2014 and the consolidated balance sheet data as of December
31, 2013, 2014 and 2015 have been derived from our audited consolidated financial statements which are not included
in this annual report.

7
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Year ended December 31,

2013 2014 2015 2016 2017
Consolidated Statements of Operations:
Revenues:
Products $66,318 $77,240 $62,642 $54,432 $48,727
Services 30,227 39,946 37,325 35,937 33,265
Total revenues 96,545 117,186 99,967 90,369 81,992
Cost of revenues(1):
Products 20,572 27,389 26,707 20,401 19,258
Services 6,246 7,350 6,720 7,494 9,272
Total cost of revenues 26,818 34,739 33,427 27,895 28,530
Gross profit 69,727 82,447 66,540 62,474 53,462
Operating expenses:
Research and development, gross 28,073 29,998 27,674 24,827 22,244
Less grant participation 1,051 984 1,252 606 392
Research and development, net(1) 27,022 29,014 26,422 24,221 21,852
Sales and marketing(1) 39,817 44,599 43,318 35,290 38,316
General and administrative(1) 9,952 11,941 12,702 9,812 10,696
Total operating expenses 76,791 85,554 82,442 69,323 70,864
Operating income (loss) (7,064 ) (3,107 ) (15,902 ) (6,849 ) (17,402 )
Financing income (expenses), net 727 660 (584 ) 1,059 894
Income (loss) before income tax expenses
(benefit) (6,337 ) (2,447 ) (16,486 ) (5,790 ) (16,508 )
Income tax expenses (benefit) 120 50 3,356 2,204 1,564
Net income (loss) $(6,457 ) $(2,497 ) $(19,842 ) $(7,994 ) $(18,072 )
Basic net earnings (loss) per share $(0.20 ) $(0.08 ) $(0.59 ) $(0.24 ) $(0.54 )
Diluted net earnings (loss) per share $(0.20 ) $(0.08 ) $(0.59 ) $(0.24 ) $(0.54 )

Weighted average number of shares used in

computing basic net earnings (loss) per

share 32,680,766 33,143,168  33,419917 33,202,309 33,253,158
Weighted average number of shares used in

computing diluted net earnings (loss) per

share 32,680,766 33,143,168  33,419917 33,202,309 33,253,158

(I)Includes stock-based compensation expense related to options and restricted stock units, or RSUs, granted to
employees and others as follows:
Year ended December 31,
2013 2014 2015 2016 2017
(in thousands)

Cost of revenues $368 $353 $324 $367 $362
Research and development expenses, net 1,666 1,919 1,637 1,240 648
Sales and marketing expenses 3,106 3,322 2,802 1,833 1,166
General and administrative expenses 2,591 2,501 2,407 1,701 1,190
Total $7,731 $8,095 $7,170 $5,141 3,366

12
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At Year ended December 31,
2013 2014 2015 2016 2017
(in thousands)

Consolidated balance sheet data:

Cash and cash equivalents $42.813 $19,180 $15.470 $23,326  $15,342
Short-term deposits and restricted deposits 38,000 59,000 42,903 29,821 31,471
Marketable securities 40,798 54,271 64,921 60,507 63,194
Working capital 133,362 138,174 126,756 123,980 111,786
Total assets 199,257 212,948 208,215 190,940 184,525
Total liabilities 29,330 37,968 44,810 33,637 41,396
Accumulated deficit (73,842) (76,339) (96,181) (104,175) (122,247)
Share capital 774 819 837 843 851
Total shareholders’ equity 169,927 174,980 163,405 157,303 143,129
B. Capitalization and Indebtedness

Not applicable.

C. Reasons for Offer and Use of Proceeds

Not applicable.

D. Risk Factors

Our business involves a high degree of risk. You should consider carefully the risks described below, together with
the financial and other information contained in this annual report and our other filings with the SEC. If any of the
following risks actually occurs, our business, financial condition and results of operations would suffer. In this case,
the trading price of our ordinary shares would likely decline and you might lose all or part of your investment. The
risks described below are not the only ones we face. Additional risks that we currently do not know about or that we
currently believe to be immaterial may also impair our business operations.

Risks Relating to Our Business
We have a history of losses and may not be able to achieve or maintain profitability in the future.

We have a history of net losses in all fiscal years since our inception, other than in 2006 and 2011. We had a net loss
of $18.1 million in 2017, resulting mainly from a decrease in both products revenues and services revenues of $8.4
million, restructuring expenses of $2.4 million, changes in tax related items of $1.7 million and the impact of the
weakening of the U.S. dollar mainly against the ILS and Euros. We had a net loss of $8.0 million in 2016, resulting
mainly from a decrease in both products revenues and services revenues. We had a net loss of $19.8 million in 2015,
resulting mainly from impairment charge of $5.8 million, tax expenses which amounted to $3.4 million (including
$2.7 million of deferred tax asset and pre-paid tax expenses write-off) and a decrease in product revenues. We can
provide no assurance that we will be able to achieve or maintain profitability, and we may incur losses in the future if
we do not generate sufficient revenues.

Our revenues and business may be adversely affected if we do not effectively compete in the markets in which we
operate.

We compete against large companies in a rapidly evolving and highly competitive sector of the networking
technology and security markets, which offer, or may offer in the future, competing technologies, including partial or

13



Edgar Filing: Allot Communications Ltd. - Form 20-F

alternative solutions to operators' and enterprises’ challenges, and which, similarly to us, intensely pursue the largest
service providers (referred to as Tier 1 operators) as well as large enterprises. Our ability to effectively compete in
these markets may be limited since our competitors may have greater financial resources, significant market share and
established relationships with operators and distribution channels.

9
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Our Deep Packet Inspection (DPI) technology enabled offerings face significant competition from router and switch
infrastructure companies that integrate functionalities into their platforms, addressing some of the same types of issues
that our products are designed to address. In addition, increased network encryption could limit the ability of our DPI
solutions to provide analytic information.

Our security products are offered to operators and are deployed in their networks, enabling them to provide security
services to their end customers. Such products face significant competition from companies that directly approach end
customers and offer them security applications to be installed on their devices; companies that approach the business
enterprise sector through distribution channels and offer cloud security products; and companies that offer security
products bundled with other products. By offering our security products to operators that provide security services to
both business enterprises and individual end customers, we aim to expand the reach of our products. However, such
business model may prove to be slower to market or less effective than our competitors' models, in which case our
business may be harmed.

Certain of our current direct competitors are substantially larger than we are and have significantly greater financial,
sales and marketing, technical, manufacturing and other resources. As the intelligent broadband solutions market has
grown, including the markets for DPI enabled solutions for mobile networks and for security products, new
competitors have entered and may continue to enter the market. Furthermore, our market is subject to industry
consolidation, as companies attempt to maintain or strengthen their positions in our evolving industry. Some of our
current and potential competitors have made acquisitions or have announced new strategic alliances designed to
position them to provide many of the same products and services that we provide to both the service provider and
enterprise markets, such as the recent Sandvine — Procera transaction, which resulted in a combined company
positioned to compete with us in the fields of analytics, policy charging and control, traffic management, security,
regulatory compliance and cloud managed services. Industry consolidation may result in stronger competitors that are
better able to compete as sole-source vendors for customers, may cause price reductions, reduced gross margins and
loss of market share.

If our competitors announce new products, services or enhancements that better meet the needs of customers or
changing industry requirements, offer alternative methods to achieve customer objectives or implement faster go to
market strategies, if our business model proves less effective than those of our competitors, if new competitors enter
the market, or if industry consolidation results in stronger competitors with wider range of product offerings and
greater financial resources, our ability to effectively compete may be harmed, which could have a material adverse
effect on our business, financial condition or results of operations.

We depend on one or more significant customers and the loss of any such significant customer or a significant
decrease in business from any such customer could harm our results of operations.

We derived 32% of our total revenues in 2017 from one Tier 1 mobile and fixed operator. In 2016 and 2015, we
derived 42% and 37% of our total revenues from two Tier 1 mobile and fixed operators, respectively. In addition,
revenues from individual customers may fluctuate from time to time based on the timing and the terms under which
orders are received and the duration of the delivery and implementation of such orders, potentially resulting in
decreases in revenues from such customers. The loss of any significant customer or a significant decrease in business
from any such customer could have a material adverse effect on our revenues, results of operations and financial
condition.

10
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Demand for our products may be impacted by government regulation of the telecommunications industry.

Service providers are subject to government regulation in a number of jurisdictions in which we sell our products.
There are several proposals in the United States, Europe and elsewhere for regulating service providers’ ability to
prioritize applications in their networks. Advocates for regulating this industry claim that collecting premium fees
from certain “preferred” applications would distort the market for Internet applications in favor of larger and
better-funded content providers. They also claim that this would impact end-users who already purchased broadband
access only to experience response times that differ based on content provider. Opponents believe that content
providers who support bandwidth-intensive applications should be required to pay service providers a premium in
order to support further network investments.

On December 14, 2017 the United States Federal Communications Commission (the “FCC”) announced that it voted to
repeal the Open Internet Report and Order on Remand, Declaratory Ruling, and Order (the “Open Internet Order”). The
Open Internet Order was issued by the FCC and went into effect on June 12, 2015. The Open Internet Order sets forth
rules, grounded, among others, on Title II of the Communications Act of 1934; the Open Internet Order regulates both
fixed and mobile Internet Service Providers (ISPs) and prohibits them, subject to reasonable network management,
from blocking and/or throttling of lawful content, applications, services, or non-harmful devices, and from
unreasonably interfering or disadvantaging of (i) end users’ ability to select, access service of the lawful Internet
content, applications, services, or devices of their choice or (ii) edge providers’ ability to make lawful content,
applications, services, or devices available to end users. The Open Internet Order also prohibits paid prioritization of
content. The approved proposal to repeal the Open Internet Order would largely reverse the Open Internet Order,
including the classification of broadband Internet service as a telecommunications service, which is subject to certain
common carrier regulations, and restore the regulatory framework, which preceded the Open Internet Order. Because
our products allow ISPs to identify network traffic and facilitate traffic management, the reinstatement of this
traditional regulatory framework may affect ISP's demand for certain of our products. However, the repeal of the

Open Internet Order will only take effect upon approval of the revised transparency rule by the Office of Management
and Budget and may also be reversed by Congress, by a resolution of disapproval, under the Congressional Review
Act. Therefore, the impact of the FCC's approved proposal on the demand for our products is uncertain and difficult to
assess at this time.

On April 30, 2016, Regulation (EU) 2015/2120 of the European Parliament and of the Council came into effect,
setting forth the first EU-wide Net Neutrality (“Open Internet”) rules. Under these rules, blocking, throttling and
discrimination of internet traffic by ISPs is prohibited in the EU, with three exceptions: (i) compliance with legal
obligations; (ii) integrity of the network; and (iii) congestion management in exceptional and temporary situations.
Under these rules, there can be no prioritization of traffic in the internet access service. However, equal treatment
permits reasonable day-to-day traffic management according to objectively justified technical requirements, and
which must be independent of the origin or destination of the traffic and of any commercial considerations.
However, these rules also allow internet access providers, as well as content and applications providers, to offer
special services with specific quality requirements, (provided the Open Internet is not negatively affected by the
provision of these services). Such specialized services cannot be a substitute to internet access services, can only be
provided if there is sufficient network capacity to provide them in addition to any internet access service and must not
be to the detriment of the availability or general quality of internet access services for end-users.

Such regulation of both fixed and mobile ISPs, in affected EU jurisdictions, may limit ISPs' ability to manage,
prioritize and monetize their network. Additionally, these regulations may attract growing public debate and attention
of regulators in other jurisdictions we operate in. Demand from service providers, in affected jurisdictions, for the
traffic management and subscriber management features of our products may be adversely affected by such
regulations. A decrease in demand for these features could adversely impact sales of our products and could have a
material adverse effect on our business, financial condition or results of operations.

11
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In addition, strict data privacy laws regulating the collection, transmission, storage and use of employee data and
consumers' personally-identifying information applicable to ISPs are evolving in the US, European Union and other
jurisdictions in which we sell our products. For example, in the U.S., legislation has in recent years been proposed
regarding restrictions on the use of geolocation information collected by mobile devices without consumer consent.
Similarly, the General Data Protection Regulation (“GDPR”), coming into effect in the European Union in May 2018,
creates a range of new compliance obligations, increases financial penalties for non-compliance and extends the scope
of the E.U. data protection law to all companies processing data of E.U. residents, regardless of the company’s
location. The GDPR and other privacy and data protection laws may be interpreted and applied differently from
country to country and may create inconsistent or conflicting requirements. Such regulations increase our customers'
compliance and administrative burden significantly and may require us to adapt certain of our products, if necessary,
to different requirements in various E.U. countries, as well as in the US, in order to allow our customers in such
jurisdictions, to comply with such regulations. There is also no assurance that we will be able to adapt our products
sufficiently in order to allow our customers in various jurisdictions to comply with such regulatory requirements in
each jurisdiction.

As data protection and privacy-related laws and regulations continue to evolve, these changes may result in increased
regulatory and public scrutiny, escalating levels of enforcement and sanctions and increased costs of compliance.
Therefore, we may be required to modify the features and functionalities of certain of our products, in a manner that is
less attractive to customers. Such adjustments of our products, if required, may require extensive financial investments
and may take long periods of time, leading to delay in sales cycles, deployment of our products and recognition of
related revenues.

We need to continue to increase the functionality of our products and offer additional features and products to
maintain or increase our profitability.

The commoditization of DPI technology and the introduction of competitive features and services will result in a
decrease of the average sale prices of our DPI technology enabled products.

The market in which we operate is highly competitive and unless we continue to enhance the functionality of our
products, add additional features and offer additional products, our competitiveness may be harmed.

We seek to enhance our products by offering higher system speeds, additional features and products, such as security
and parental control products, and support for additional applications and enhanced reporting tools. We also
continuously endeavor to assure our solutions comply with contemporary network and software architectures such as
virtualized network services (NFV).

Our products offer customers additional tools to increase the efficiency of their networks or to help them offer
additional services to their end customers and derive additional revenues from their end customers. The industry and
market for our products are still developing and are affected, among others, by trends and changes in internet
broadband traffic, including changes in methods used by various content providers and broadband applications and
evolution of network security threats.

We cannot provide any assurance that demand for our additional features and products will continue or grow, or that
we will be able to generate revenues from such sales at the levels we anticipate or at all. Any inability to sell or
maintain our additional features and products may lead to commercial disputes with our customers and increased
spending on technical solutions, any of which may negatively impact our results of operations.

12
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Our revenues and business will be harmed if we do not keep pace with changes in broadband applications, network
security threats and with advances in technology, or if we do not achieve widespread market acceptance, including
through significant investments.

We will need to invest heavily in the continued development of our technology in order to keep pace with rapid
changes in applications, increased broadband network speeds, network security threats and with our competitors’
efforts to advance their technology. Our ability to develop and deliver effective product offerings depends on many
factors, including identifying our customers’ needs, technical implementation of new services and integration of our
products with our customers’ existing network infrastructure. While we will continue to introduce innovative products,
we cannot provide any assurance that any new products we introduce will achieve the same degree of success that we
have with our existing products. Designers of broadband applications and distributors of various network security
threats that our products identify, manage or mitigate are using increasingly sophisticated methods to avoid detection
and management and/or mitigation by network operators.

Even if our products successfully identify a particular application, it is sometimes necessary to distinguish between
different types of traffic belonging to a single application. Accordingly, we face significant challenges in ensuring that
we identify new applications and new versions of current applications as they are introduced, without impacting
network performance, especially as networks become faster. This challenge is increased as we seek to expand sales of
our products to new geographic territories because the applications vary from country to country and region to region.

The network equipment market is characterized by rapid technological progress, frequent new product introductions,
changes in customer requirements and evolving industry standards. To compete, we need to achieve widespread
market acceptance. Alternative technologies could achieve widespread market acceptance and displace the technology
on which we have based our product architecture. Our business and revenues will be adversely affected if we fail to
develop enhancements to our products, in order to keep pace with changes in broadband applications, network
security threats and advances in technology. We can give no assurance that our technological approach will achieve
broad market acceptance or that other technology or devices will not supersede our technology and products.

A failure of our products may adversely affect the operation of our customers' live networks or the quality and scope
of service to our customers and their end users, which could harm our reputation, brand position, and financial
condition.

Our products are, generally, installed in line as part of our customers' networks and provide a wide range of services
that our customers may offer to their own customers. We endeavor to avoid any interruption to the regular operation
of our customers’ networks, any reduction of quality of services or failure to provide the quality and/or scope of
services to users, including, by performing certain tasks during predetermined maintenance windows, and
implementing a system bypass, in the event of malfunctions. However, in certain cases, a failure of our products may
result in our customers experiencing loss of functionality, denial of service and access, interruption of live traffic on
our customers’ networks, loss of security protection or inability to provide similar services to our customers’ end
users. Such failure of our products, may cause disputes with our customers, adversely affect our reputation, and lead
to loss of revenues.

Sales of our products to large service providers can involve a lengthy sales cycle, which may impact the timing of our
revenues and result in us expending significant resources without making any sales.

Our sales cycles to large service providers, including carriers, mobile operators and cable operators, are generally
lengthy because these end-customers consider our products to be critical equipment and undertake significant testing
to assess the performance of our products within their networks. Furthermore, many of our product and service
arrangements with our customers provide that the final acceptance of a product or service may be specified by the
customer. In such instances, we do not recognize the revenue until all acceptance criteria have been met. As a result,
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we often invest significant time from initial contact with a large service provider until it decides to incorporate our
products into its network, and we may not be able to recognize the revenue from a customer until all acceptance
criteria have been satisfied. We may also expend significant resources in attempting to persuade large service
providers to incorporate our products into their networks without success. Even after deciding to purchase our
products, the initial network deployment of our products by a large service provider may last up to one year and in
certain exceptional instances up to one and a half years. If a competitor succeeds in convincing a large service
provider to adopt that competitor’s product, it may be difficult for us to displace the competitor because of the cost,
time, effort and perceived risk to network stability involved in changing solutions. As a result, we may incur
significant expenses without generating any sales, which could adversely affect our profitability.
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The complexity and scope of the solutions and services we provide to larger service providers are increasing, and such
larger projects entail greater operational risk and an increased chance of failure.

The complexity and scope of the solutions and services we provide to larger service providers are increasing. The
larger and more complex such projects are, the greater the operational risks associated with them. These risks include,
but are not limited to, the failure to meet high customization requirements of service providers, the failure to fully
integrate our products into the service provider’s network or with third-party products, our dependence on
subcontractors and partners and on effective cooperation with third-party vendors for the successful and timely
completion of such projects. If we encounter any of these risks, we may incur higher costs in order to complete the
project and may be subject to contractual penalties resulting in lower profitability. In addition, the project may
demand more of our management’s time than was originally planned, and our reputation may be adversely impacted.

We depend on third parties to market, sell, and install our products and to provide initial technical support for our
products for a material portion of our business.

We depend on third-party channel partners, such as distributors, resellers, original equipment manufacturers, or
OEMs, and system integrators, to market and sell a material portion of our products to end-customers. In 2017,
approximately 50% of our revenues were derived from channel partners. Our channel partners are also responsible for
installing our products and providing initial customer support for them. As a result, we depend on the ability of our
channel partners to successfully market and sell our products to these end-customers. We can give no assurance that
our channel partners will market our products effectively, receive and fulfill customer orders for our products on a
timely basis or continue to devote the resources necessary to provide us with effective sales, marketing and technical
support. In addition, any failure by our channel partners to provide adequate initial support to end-customers could
result in customer dissatisfaction with us or our products, which could result in a loss of customers, harm our
reputation and delay or limit market acceptance of our products. Our products are complex and it takes time for a new
channel partner to gain experience in the operation and installation of these products. Therefore, it may take a period
of time before a new channel partner can successfully market, sell and support our products if an existing channel
partner ceases to sell our products. Additionally, our agreements with channel partners are generally not exclusive and
our channel partners may market and sell products that compete with our products. Our agreements with our
distributors and resellers are usually for an initial one-year term and following the expiration of this term, can be
terminated by either party. We can give no assurance that these agreements will remain in effect. If we are unable to
maintain our relationships with existing channel partners and to develop relationships with new channel partners in
key markets our profitability and results of operations may be materially adversely affected.

We are subject to certain regulatory regimes that may affect the way that we conduct business internationally, and our
failure to comply with applicable laws and regulations could materially adversely affect our reputation and result in
penalties and increased costs.

We are subject to a complex system of laws and regulations related to international trade, including economic
sanctions and export control laws and regulations. We also depend on our distributors and agents outside of Israel for
compliance and adherence to local laws and regulations in the markets in which they operate. It is our policy not to
make direct or indirect prohibited sales of our products, including into countries sanctioned under laws to which we
are subject, and to contractually limit the territories into which our channel partners may sell our

products. Nevertheless, several years ago one of our channel partners sold certain of our products (designed for the
enterprise market) outside of its contractually designated territory, including into a sanctioned country, and we
subsequently determined that our contract management protocol for authorizing channel partner sales was not
adequately followed in that instance.
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Significant political or regulatory developments in the jurisdictions in which we sell our products, such as those
stemming from the recent change in the presidential administration in the U.S. or the U.K.’s “Brexit” referendum, are
difficult to predict and may have a material adverse effect on us. For example, in the United States, the presidential
administration has expressed support for greater restrictions on free trade and increase tariffs on goods imported into
the United States. Changes in U.S. political, regulatory and economic conditions or in its policies governing
international trade and foreign manufacturing and investment in the U.S. could adversely affect our sales in the U.S.

In the United Kingdom, following the vote to approve an exit from the E.U., commonly referred to as “Brexit,” the
government officially triggered the process to formally initiate negotiations for the terms of separation from the E.U.
The U.K. and the E.U. are expected to reach an agreement by 2019; however, the exact terms and timing of such exit
remain unclear. The withdrawal of the U.K from the E.U. could potentially disrupt the free movement of goods,
services and people between the U.K. and the E.U., undermine bilateral cooperation in key geographic areas and
significantly disrupt trade between the U.K. and the E.U. or other nations as the U.K. pursues independent trade
relations. Because this is an unprecedented event, it is unclear what long-term economic, financial, trade and legal
implications Brexit would have and how it would affect the regulation applicable to our business globally and in the
region. The impact on us will depend, in part, on the outcome of tariff, trade, regulatory and other negotiations. Brexit
could also lead to legal uncertainty and potentially divergent national laws and regulations as the U.K. determines
which E.U. laws to replace or replicate. In addition, Brexit may lead other E.U. member countries to consider
referendums regarding their European Union membership. Any of these developments, along with any political,
economic and regulatory changes that may occur, could cause political and economic uncertainty in Europe and
internationally and could adversely affect our sales in Europe.

We are also subject to the U.S. Foreign Corrupt Practices Act and may be subject to similar worldwide

anti-bribery laws that generally prohibit companies and their intermediaries from making improper payments to
government officials for the purpose of obtaining or retaining business. Some of the countries in which we operate
have experienced governmental corruption to some degree and, in certain circumstances, strict compliance with
anti-bribery laws may conflict with local customs and practices. Despite our compliance and training programs, we
cannot be certain that our procedures will be sufficient to ensure consistent compliance with all applicable
international trade and anti-corruption laws, or that our employees or channel partners will strictly follow all policies
and requirements to which we subject them. Any alleged or actual violations of these laws may subject us to
government scrutiny, investigation, debarment, and civil and criminal penalties, which may have an adverse effect on
our results of operations, financial condition and reputation.

We depend on our network intelligence solutions for the substantial majority of our revenues.

In the past few years, we have increased sales of our security products. However, sales of our network intelligence
solutions, which provide service providers with visibility and control of their networks, continue to account for a
major portion of our revenues, and accounted for 71% of our total revenue in 2017. We expect that the network
intelligence solutions will continue to account for a considerable portion of our revenues in the immediate future. If
we are unable to increase these sales, or compensate for them by sales of security products, our business will suffer. In
addition, service providers may choose embedded or integrated solutions using routers and switches from larger
networking vendors over a standalone solution that we offer. Any factor adversely affecting our ability to sell, or the
pricing of or demand for, our network intelligence solutions would severely harm our ability to generate revenues and
could have a material adverse effect on our business.
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We integrate into or bundle various third-party solutions with our products and may integrate or offer additional
third-party solutions in the future. If we lose the right to use such solutions, our sales could be disrupted and we would
have to spend additional capital to replace such components.

We integrate various third-party solutions into our products and offer third-party solutions bundled with our

products. We may integrate or offer additional third-party solutions in the future. Sales of our products could be
disrupted if such third-party solutions were either no longer available to us or no longer offered to us on commercially
reasonable terms. In either case, we would be required to spend additional capital to either source alternative
third-party solutions, redesign our products to function with alternate third-party solutions or develop substitute
components ourselves. As a result, our sales may be delayed and/or adversely affected and we might be forced to limit
the features available in our current or future product offerings, which could have a material adverse effect on our
business.

Our products are highly technical and any undetected software or hardware errors in our products could have a
material adverse effect on our operating results.

Our products are complex and are incorporated into broadband networks, which are a major source of revenue for
service providers and support critical applications for subscribers and enterprises. Due to the highly technical nature of
our products and variations among customers’ network environments, we may not detect product defects until our
products have been fully deployed in our customers’ networks. Regardless of whether warranty coverage exists for a
product, we may be required to dedicate significant technical resources to repair any defects. If we encounter
significant errors, we could experience, among other things, loss of major customers, cancellation of orders, increased
costs, delay in recognizing revenues and damage to our reputation. We could also face claims for product liability, tort
or breach of warranty. Defending a lawsuit, regardless of its merit, is costly and may divert management’s attention. In
addition, if our business liability insurance is inadequate or future coverage is unavailable on acceptable terms or at
all, our financial condition could be harmed.

Demand for our DPI technology enabled products depends, in part, on the rate of adoption of bandwidth-intensive
broadband applications, and the impact multiple applications may have on network speed.

Our DPI technology enabled products are used by service providers and enterprises to monitor and manage
bandwidth-intensive applications that cause congestion in broadband networks and impact the quality of experience
for users. Demand for our products is driven particularly by growth in applications, which are highly sensitive to
network delays and therefore require efficient network management. If the rapid growth in the adoption of such
applications does not continue, the demand for our products may be adversely impacted.

Demand for our security products depends, in part, on continued evolution of on-line threats as well as on operators’
interest in providing security services to their end customers.

Our security products are used by service providers to offer security services to their end customers, comprising both
of business enterprises as well as individual end customers. The demand for these services depends highly on
continued evolution and increase of online threats. In the event that such threats decrease, that end customers are
unwilling to incur the costs of security services and/or that ISPs do not continue to pursue security services to their
end customers as a revenue source, demand for our security products may be materially adversely impacted.
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We currently depend on a single subcontractor to manufacture and provide hardware and warranty support for our
Service Gateway Tera platform. If this subcontractor experiences delays, disruptions, quality control problems or a
loss in capacity, it could materially and adversely affect our operating results

We currently depend on a single subcontractor, Flex (Israel) Ltd. (previously Flextronics (Israel) Ltd.), a subsidiary of
Flex (previously Flextronics), a global electronics manufacturing services company, to manufacture, assemble, test,
package and provide hardware warranty support for our Service Gateway Tera platform. In addition, our agreement
with Flex (Israel) requires it to procure and store key components for our products at its facilities. If Flex (Israel)
experiences delays, disruptions or quality control problems in manufacturing our products, or if we fail to effectively
manage our relationship with Flex (Israel), product shipments may be delayed and our ability to deliver products to
customers could be materially and adversely affected. Flex (Israel) may terminate our agreement at any time during
the term upon prior notice. We expect that it would take approximately six months to transition the manufacturing of
our products to an alternate manufacturer and our inventory of completed products may not be sufficient for us to
continue delivering products to our customers on a timely basis during any such transition period. Therefore, the loss
of Flex (Israel) could adversely affect our sales and operating results and harm our reputation.

Certain hardware and software components for our products come from single or limited sources and we could lose
sales if these sources fail to satisfy our supply requirements or if our customers refuse to implement components from
certain sources.

We obtain certain hardware components used in our products from single or limited sources.

Although the abovementioned hardware components are off-the-shelf items, because our systems have been designed
to incorporate these specific hardware components, any change to these components due to an interruption in supply
or our inability to obtain such components on a timely basis, may require engineering changes to our products before
substitute hardware components could be incorporated. Such changes could be costly and result in lost sales
particularly to our traffic management systems. The agreements with our suppliers do not contain any minimum
supply commitments. If we or our contract manufacturer fail to obtain components in sufficient quantities when
required, our business could be harmed.

We obtain certain software components of our security products from a few limited sources, depending primarily on
our customers' preferences. In the event that we are no longer able to source such software components from a
particular source, and our customers refuse to implement components from our alternative sources, we may be
required to identify an alternative source from which we do not currently acquire such software or develop such
software ourselves. This may result in disputes with our customers and/or cancellation or delay of orders, which may
materially adversely affect our business.

Our suppliers also sell products to our competitors and may enter into exclusive arrangements with our competitors,
stop selling their products or components to us at commercially reasonable prices or refuse to sell their products or
components to us at any price. Our inability to obtain sufficient quantities of single-source or limited-sourced
components or to develop alternative sources for components or products would harm our ability to maintain and
expand our business.
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We may expand our business or enhance our technology through acquisitions that could result in diversion of
resources and extra expenses. This could disrupt our business and adversely affect our financial condition.

Part of our strategy is to selectively pursue partnerships and acquisitions. We have acquired a number of companies in
recent years, including most recently, the acquisition of all of the outstanding shares of Netonomy Ltd., a Tel-Aviv
based developer of software-based cyber security for the connected home. The negotiation of acquisitions,
investments or joint ventures, as well as the integration of acquired or jointly developed businesses or technologies,
could divert our management’s time and resources. Acquired businesses, technologies or joint ventures may not be
successfully integrated with our products and operations and we may not realize the intended benefits of these
acquisitions. We may also incur future losses from any acquisition, investment or joint venture. In addition,
acquisitions could result in:

-substantial cash expenditures;

-potentially dilutive issuances of equity securities;

-the incurrence of debt and contingent liabilities;

-a decrease in our profit margins; and

-amortization of intangibles and potential impairment of goodwill.

If acquisitions disrupt our operations or result in significant expenditures or liabilities, our business, operating results
or financial conditions may suffer.

If we are unable to successfully protect the intellectual property embodied in our technology, our business could be
materially adversely affected.

Know-how relating to networking protocols, building carrier-grade systems, identifying applications and developing
and maintaining security products is an important aspect of our intellectual property. It is our practice to have our
employees sign appropriate non-compete agreements when permitted under applicable law. These agreements prohibit
our employees who cease working for us from competing directly with us or working for our competitors for a limited
period of time. The enforceability of non-compete clauses in certain jurisdictions in which we operate may be limited.
Under the current laws of some jurisdictions in which we operate, we may be unable to enforce these agreements and
it may thereby be difficult for us to restrict our competitors from gaining the expertise our former employees gained
while working for us.

Further, to protect our know-how, we customarily require our employees, distributors, resellers, software testers and
contractors to execute confidentiality agreements or agree to confidentiality undertakings when their relationship with
us begins. Typically, our employment contracts also include clauses regarding assignment of intellectual property
rights for all inventions developed by employees and non-disclosure of all confidential information. We cannot
provide any assurance that the terms of these agreements are being observed and will be observed in the future.
Because our product designs and software are stored electronically and thus are highly portable, we attempt to reduce
the portability of our designs and software by physically protecting our servers through the use of closed networks,
which prevent external access to our servers. We cannot be certain, however, that such protection will adequately
deter individuals or groups from wrongfully accessing our technology. Monitoring unauthorized use of intellectual
property is difficult and some foreign laws do not protect proprietary rights to the same extent as the laws of the
United States. We cannot be certain that the steps we have taken to protect our proprietary information will be
sufficient. In addition, to protect our intellectual property, we may become involved in litigation, which could result in
substantial expenses, divert the attention of management, or materially disrupt our business, all of which could
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adversely affect our revenue, financial condition and results of operations.

As of December 31, 2017, we had a patent portfolio consisting of 17 issued U.S. patents. While we plan to protect our
intellectual property with, among other things, patent protection, there can be no assurance that:

-current or future U.S. or foreign patents applications will be approved;

~our issued patents will protect our intellectual property and not be held invalid or unenforceable if challenged by
third-parties;

we will succeed in protecting our technology adequately in all key jurisdictions in which we or our competitors
operate;

-the patents of others will not have an adverse effect on our ability to do business; or

others will not independently develop similar or competing products or methods or design around any patents that
may be issued to us.
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Any failure to obtain patents, inability to obtain patents with claims of a scope necessary to cover our technology or
the invalidation of our patents may weaken our competitive position and may adversely affect our revenues.

We may be subject to claims of intellectual property infringement by third parties that, regardless of merit, could
result in litigation and our business, operating results or financial condition could be materially adversely affected.

There can be no assurance that we will not receive communications from third parties asserting that our products, and
other intellectual property infringe, or may infringe their proprietary rights. We are not currently subject to any
proceedings for infringement of patents or other intellectual property rights and are not aware of any parties that
intend to pursue such claims against us. Any such claim, regardless of merit, could result in litigation, which could
result in substantial expenses, divert the attention of management, cause significant delays and materially disrupt the
conduct of our business. As a consequence of such claims, we could be required to pay substantial damage awards,
develop non-infringing technology, enter into royalty-bearing licensing agreements, stop selling our products or
re-brand our products. If it appears necessary, we may seek to license intellectual property that we are alleged to
infringe. Such licensing agreements may not be available on terms acceptable to us or at all. Litigation is inherently
uncertain and any adverse decision could result in a loss of our proprietary rights, subject us to significant liabilities,
require us to seek licenses from others and otherwise negatively affect our business. In the event of a successful claim
of infringement against us and our failure or inability to develop non-infringing technology or license the infringed or
similar technology, our business, operating results or financial condition could be materially adversely affected.

We use certain “open source” software tools that may be subject to intellectual property infringement claims, the
assertion of which could impair our product development plans, interfere with our ability to support our clients or
require us to pay licensing fees

Certain of our products contain open source code, and we may use more open source code in the future. Open source
code is the type of code that is covered by a license agreement that permits the user to copy, modify and distribute the
software without cost, provided that users and modifiers abide by certain licensing requirements. The original
developers of the open source code provide no warranties on such code. As a result of our use of open source
software, we could be subject to suits by parties claiming ownership of what we believe to be open source code, and
we may incur expenses in defending claims that we did not abide by the open source code license. If we are not
successful in defending against such claims, we may be subject to monetary damages or be required to remove the
open source code from our products. Such events could disrupt our operations and the sales of our products, which
would negatively impact our revenues and cash flow. In addition, under certain conditions, the use of open source
code to create derivative code may obligate us to make the resulting derivative code available to others at no cost. If
we are required to publicly disclose the source code for such derivative products or to license our derivative products
that use an open source license, our previously proprietary software products would be available to others, including
our customers and competitors without charge. While we endeavor to ensure that no open source software is used in a
way which may require us to disclose the source code to our related product, such use could inadvertently occur. If
we were required to make our software source code freely available, our business could be seriously harmed. The use
of such open source code may ultimately subject some of our products to unintended conditions so that we are
required to take remedial action that may divert resources away from our development efforts.
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Unfavorable or unstable economic conditions in the markets in which we operate could have a material adverse effect
on our business, financial condition or operating results.

In recent years, economies worldwide have demonstrated instability. Negative economic conditions in the global
economy or certain regions such as the European Market, from which we derived 49% of our revenues in 2017, could
cause a decrease in spending on the types of products and services that we offer.

Additionally, if the worldwide economy remains unstable or further deteriorates, enterprises, telecommunication
carriers and service providers in affected regions may significantly reduce or postpone capital investments, which
could result in reductions in sales of our products or services, longer sales cycles, slower adoption of new technologies
and increased price competition in such regions. Such circumstances would have a material adverse effect on our
results of operations and cash flows.

Further, because a substantial portion of our operating expenses consists of salaries, we may not be able to reduce our
operating expenses in line with any reduction in revenues and, therefore, may not be able to continue to generate
increased revenues and manage our costs to maintain profitability.

Our international operations expose us to the risk of fluctuations in currency exchange rates.

Our revenues are generated primarily in U.S. dollars and a major portion of our expenses are denominated in U.S.
dollars. As a result, we consider the U.S. dollar to be our functional currency. A significant portion of our revenue is
also generated in Euros. Other significant portions of our expenses are denominated in Israeli shekel (ILS) and, to a
lesser extent, in Euros and other currencies. Our ILS-denominated expenses consist principally of salaries and related
personnel expenses. We anticipate that a material portion of our expenses will continue to be denominated in ILS. In
the past years, we have experienced material fluctuation between the ILS and the U.S. dollar and we anticipate that the
ILS will continue to fluctuate against the U.S dollar in the future. In 2017, the ILS appreciated by approximately
10.9% against the U.S. dollar and in 2016 the ILS appreciated by approximately 1.5% against the U.S. dollar. In 2017,
the EUR appreciated by approximately 13.9% against the U.S. dollar, and in 2016 the EUR depreciated by
approximately 3.3% against the U.S. dollar. The weakening of the U.S. dollar against the ILS expose us to negative
impact on our results of operations. Moreover, if the U.S. dollar will strengthen against the EUR, our results of
operations generated by revenue in the EUR may be negatively impacted.

We use derivative financial instruments, such as foreign exchange forward contracts, to mitigate the risk of changes in
foreign exchange rates on balance sheet accounts and forecast cash flows. We may not purchase derivative
instruments adequately to insulate ourselves from foreign currency exchange risks. The volatility in the foreign
currency markets may make hedging our foreign currency exposures challenging. In addition, because a portion of our
revenue is not earned in U.S. dollars, fluctuations in exchange rates between the U.S. dollar and the currencies in
which such revenue is earned may have a material adverse effect on our results of operations and financial condition.
Additionally, our efforts to effectively price products in U.S. dollars may have disadvantages as they may affect
demand for our products if the local currency strengthens relative to the U.S. dollar. We could be adversely affected
when the U.S. dollar strengthens relative to the local currency between the time of a sale and the time we receive
payment, which would be collected in the devalued local currency. Accordingly, if there is an adverse movement in
one or more exchange rates, we might suffer significant losses and our results of operations may otherwise be
adversely affected. Uncertainty in global market conditions has resulted in and may continue to cause significant
volatility in foreign currency exchange rates which could increase these risks. As our international operations expand,
our exposure to these risks also increases.

Disruption to our IT systems could adversely affect our reputation and have a material adverse effect on our business
and results of operations.
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Risks to cybersecurity and privacy, including the activities of criminal hackers, hacktivists, state-sponsored intrusions,
industrial espionage, employee malfeasance and human or technological error are constantly evolving. Computer
hackers’ and others routinely attempt to breach the security of high profile companies, governmental agencies,
technology products, services and systems.
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Our IT systems contain personal, financial and other information that is entrusted to us by our customers and
employees as well as financial, proprietary and other confidential information related to our business, and we rely on
said systems to manage our business, operations and research and development. If these IT systems are compromised
as a result of cyber attacks or cyber related incidents, it could result in the loss or misappropriation of sensitive data or
other disruption to our operations. Although we have a comprehensive cybersecurity program designed to protect and
preserve the integrity of our information technology systems, we have experienced and expect to continue to
experience actual or attempted cyber-attacks of our IT systems or networks (such as limited fishing and malware
activities identified by us in the past, which were mitigated). Although none of these actual or attempted
cyber-attacks has had a material effect on our operations or financial condition, we cannot guarantee that any such
incidents would not materially harm our business in the future.

Despite our investments in risk prevention and contingencies, data protection, prevention of intrusions, access control
systems and other security measures, we can provide no assurance that our current I'T systems are fully protected
against third-party intrusions, viruses, hacker attacks, information or data theft or other similar threats. Any such
security breach, whether actual or alleged, could result in system disruptions or shutdowns and/or destruction,
alteration, theft or unauthorized disclosure of confidential information. Even when a security breach is detected, the
full extent of the breach may not be determined for some time. An increasing number of companies have disclosed
security breaches of their IT systems and networks, some of which have involved sophisticated and highly targeted
attacks. We believe such incidents are likely to continue, and we are unable to predict the direct or indirect impact of
these future attacks on our business.

Furthermore, there has been heightened legislative and regulatory focus on data security in the U.S., Europe and other
jurisdictions, including requirements for varying levels of customer notification in the event of a data breach. We are
already subject to strict data privacy laws in the European Union and other jurisdictions in which we operate,
governing the collection, transmission, storage and use of employee data and personally identifying information. In
addition, the GDPR, coming into effect in Europe in May 2018, creates a range of new compliance obligations, and
extends the scope of the E.U. data protection law. Such regulations may increase our compliance and administrative
burden significantly and may require us to invest resources and management attention in order to update our IT
systems to meet the new requirements. Any breach of our information security can result in adverse publicity, a loss of
customer confidence, reduced sales and profits, and criminal penalties or civil liabilities, any of which could
materially adversely affect our business, operating results and financial condition.

Our actual financial results may differ materially from any guidance we may publish from time to time.

We may, from time to time, voluntarily publish guidance regarding our future performance that represents our
management’s estimates as of the date of relevant release. Any such guidance is based upon a number of assumptions
and estimates that, while presented with numerical specificity, is inherently subject to significant business, economic
and competitive uncertainties and contingencies, many of which are beyond our control and are based upon specific
assumptions with respect to future business decisions, some of which will change. The principal reason that we may
release this data is to provide a basis for our management to discuss our business outlook with analysts and investors.
We do not accept any responsibility for any projections or reports published by any such persons. Guidance is
necessarily speculative in nature, and it can be expected that some or all of the assumptions of the guidance furnished
by us will not materialize or will vary significantly from actual results. Further, our sales during any given quarter
tend to be unevenly distributed as individual orders tend to close in greater numbers immediately prior to the relevant
quarter end and further. Our revenues from individual customers may also fluctuate from time to time based on the
timing and the terms under which further orders are received and the duration of the delivery and implementation of
such orders. Therefore, if our projected sales do not close before the end of the relevant quarter, our actual results
may be inconsistent with our published guidance. Accordingly, our guidance is only an estimate of what management
believes is realizable as of the date of release. Actual results will vary from the guidance and the variations may be
material. Investors should also recognize that the reliability of any forecasted financial data diminishes the farther in
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the future that the data is forecast. In light of the foregoing, investors are urged to consider any guidance we may
publish in context and not to place undue reliance on it.
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Our business may be materially affected by changes to fiscal and tax policies. Potentially negative or unexpected tax
consequences of these policies, or the uncertainty surrounding their potential effects, could adversely affect our results
of operations and share price.

As we operate in the global market, we are subject to tax in Israel and various jurisdictions in which we conduct our
business. Our tax expenses include the impact of tax exposures in certain jurisdictions, and may also be affected by
adverse changes in the underlying profitability and financial outlook of our operations or changes in tax law, including
international tax treaties, or guidelines such as the BEPS project (Base Erosion and Profit Shifting), which could lead
to changes in our valuation allowances against deferred tax assets on our consolidated balance sheets. Furthermore,
we are subject to tax audits by governmental authorities, primarily in Israel and the United States. If we experience
unfavorable results from one or more such tax audits, there could be an adverse effect on our tax rate and therefore on
our net income.

Our results of operations may be affected by changes in tax laws, tax rates or double tax treaties. For example, in the
United States, H.R. 1, originally known as the 2017 Tax Cuts and Jobs Act (the “TCJA”) made significant changes to
the U.S. Internal Revenue Code, including a reduction in the federal income corporate tax rate from 35% to 21% and
limitations on certain corporate deductions and credits. In addition, the TCJA requires complex computations to be
performed that were not previously required in U.S. tax law, significant judgments to be made in interpretation of the
provisions of the TCJA and significant estimates in calculations, and the preparation and analysis of information not
previously relevant or regularly produced. The U.S. Treasury Department, the IRS, and other standard-setting bodies
could interpret or issue guidance on how provisions of the TCJA will be applied or otherwise administered that is
different from our interpretation. Finally, foreign governments may enact tax laws in response to the TCJA that could
result in further changes to global taxation and materially affect our financial position and results of operations. While
we have provided the effect of the TCJA in our Consolidated Financial Statements as included in note 13 to our
financial statements included elsewhere in this report, the application of accounting guidance for various items and the
ultimate impact of the TCJA on our business are currently uncertain.

Risks Related to Our Ordinary Shares

The share price of our ordinary shares has been and may continue to be volatile.

Our quarterly financial performance is likely to vary in the future, and may not meet our expectations or the
expectations of analysts or investors, which may lead to additional volatility in our share price. The market price of

our ordinary shares may be volatile and could fluctuate substantially due to many factors, including, but not limited to:

announcements or introductions of technological innovations, new products, product enhancements or pricing
policies by us or our competitors;

-winning or losing contracts with service providers;
-disputes or other developments with respect to our or our competitors’ intellectual property rights;
-announcements of strategic partnerships, joint ventures, acquisitions or other agreements by us or our competitors;
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-recruitment or departure of key personnel;
-regulatory developments in the markets in which we sell our products;

our future repurchases, if any, of our ordinary shares pursuant to our current share repurchase program and/or any
other share repurchase program which may be approved in the future;

-our sale of ordinary shares or other securities;
-changes in the estimation of the future size and growth of our markets; or
-market conditions in our industry, the industries of our customers and the economy as a whole.

Share price fluctuations may be exaggerated if the trading volume of our ordinary shares is too low. The lack of a
trading market may result in the loss of research coverage by securities analysts. Moreover, we can provide no
assurance that any securities analysts will initiate or maintain research coverage of our company and our ordinary
shares. If our future quarterly operating results are below the expectations of securities analysts or investors, the price
of our ordinary shares would likely decline. Securities class action litigation has often been brought against
companies following periods of volatility.

Our shareholders do not have the same protections afforded to shareholders of a U.S. company because we have
elected to use certain exemptions available to foreign private issuers from certain NASDAQ corporate governance
requirements.

As a foreign private issuer, we are permitted under NASDAQ Rule 5615(a)(3) to follow Israeli corporate governance
practices instead of the NASDAQ Stock Market requirements that apply to U.S. companies. As a condition to
following Israeli corporate governance practices, we must disclose which requirements we are not following and
describe the equivalent Israeli law requirement. We must also provide NASDAQ with a letter from our Israeli outside
counsel, certifying that our corporate governance practices are not prohibited by Israeli law. As a result of these
exemptions, our shareholders do not have the same protections as are afforded to shareholders of a U.S. company. We
currently follow Israeli home country practices with regard to the quorum requirement for shareholder meetings and
shareholder approval of equity compensation plans requirements. As permitted under the Israeli Companies Law,
5759-1999, or the Companies Law, our articles of association provide that the quorum for any meeting of shareholders
shall be the presence of at least two shareholders present in person or by proxy who hold at least 25% of the voting
power of our shares instead of 33 1/3% of our issued share capital (as prescribed by NASDAQ's rules). We do not
seek shareholder approval for equity compensation plans in accordance with the requirements of the Companies Law,
which does not fully reflect the requirements of Rule 5635(c).

In the future, we may also choose to follow Israeli corporate governance practices instead of NASDAQ requirements
with regard to, among other things, the composition of our board of directors, compensation of officers, director
nomination procedures and quorum requirements at shareholders’ meetings. In addition, we may choose to follow
Israeli corporate governance practice instead of NASDAQ requirements to obtain shareholder approval for certain
dilutive events (such as for issuances that will result in a change of control of the company, certain transactions other
than a public offering involving issuances of a 20% or more interest in the company and certain acquisitions of the
stock or assets of another company). Accordingly, our shareholders may not be afforded the same protection as
provided under NASDAQ corporate governance rules. Following our home country governance practices, as opposed
to the requirements that would otherwise apply to a U.S. company listed on the Nasdaq Global Select Market, may
provide less protection than is accorded to investors of domestic issuers. See “ITEM 16G: Corporate Governance”.
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As a foreign private issuer, we are not subject to the provisions of Regulation FD or U.S. proxy rules and a